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Starboard CLI demo
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Starboard operator

Starboard operator – automation
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Starboard operator demo
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Starboard design decisions
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Starboard hierarchy demo
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Extending Starboard
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Kind: Job
Name: efavbs-d21...
Namespace: starboard-operator

Pluggable vulnerability scanners
Kind: Deployment

Name: my-app
Image: some-image:2.0

Struct: PodTemplateSpec
Image: aquasec/trivy:0.11.0
Command: trivy some-image:2.0

Kind: VulnerabilityReport
Name: deployment-my-app-some-container

PodSpec

Trivy output converter
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Starboard future
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github.com/aquasecurity/starboard


